
About the Company

apree health combines  
data-driven personalization, a 
coordinated care model, and aligned 
incentives to unlock value and make life 
better for those it serves.

Results 

50+
teams self-servicing through DiscrimiNAT

400+
unique FQDNs filtered over 150 
applications

160+
DevOps hours saved each month

More flexibility for your  
DevOps. More security for  
your customers.

Learn how Chaser Systems and 
DiscrimiNAT can help you secure your 
cloud outbound traffic.

How DiscrimiNAT augments apree health’s
Zero Trust security strategy while saving DevOps time

“DiscrimiNAT allowed us to pay down our tech debt, set up 

egress filtering to have long-standing metadata information in 

each of the rules, and ultimately, improve our security posture.”

Cat Schwan,

SecOps team lead, apree health

Overview

Ahead of a migration to Google Cloud Platform, apree health needed an egress filtering solution to help 
satisfy strict compliance requirements (HIPAA) and prevent data exfiltration. Chaser Systems’ transparent, 
proxy-less, and maintenance-free Cloud NAT alternative, DiscrimiNAT, was the perfect solution.

Challenge

The journey to a more secure environment includes egress filtering, but apree also needed a solution 
that was cloud native and would make life easier for DevOps.

Solution

DiscrimiNAT makes egress control frictionless and is Terraform driven. DiscrimiNAT also includes  
self-service debugging for developers and a non-blocking ‘See-Thru’ mode for FQDN discovery.

Results

apree health is paying down its tech debt while improving its security posture. More than 50 teams are 
now self-servicing through DiscrimiNAT and saving hundreds of hours each month.Get a Demo

https://apreehealth.com/
https://chasersystems.com/

